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1	Decision/action requested

2	References
[1] TR 33.899
3	Rationale
If privacy is applied over the air, the encrypted SUPI is sent via the VPLMN AMF to the HPLMN AUSF and UDM to request authentication vectors (AVs). Before provisioning AVs is possible for the UDM, it needs to handle the privacy related part and decrypt the identity first. 
An AMF may also request AVs at a later stage from the UDM, i.e. when the network already knows SUPI and no message exchange of SUPI over the air is involved. Thus, UDM needs to know, if the request for new AVs is an incoming message with an encrypted SUPI or not. 
Also, other network elements may need to handle network internal requests based on the SUPI or other identifiers or the encrypted SUPI. E.g. depending on architecture discussion, the AUSF may decrypt SUPI itself or request decryption from the UDM in case of non-trusted 3GPP access. 
Further, if a 4G UE is using a 5G core, the UE most likely will not encrypt the IMSI. Thus, allowing a 5G network element to fast distinguish between encrypted and unencrypted subscription permanent identifier could also be beneficial in interworking scenarios.
Indication of whether privacy is applied helps in faster processing a message in general, because it allows to invoke the entity or service that is handling all privacy matters in an efficient way. Therefore, UDM needs either a flag to indicate this or the data type is explicit.

4	Solution
++++++++ start of change
E.7.2.X 	Indicating Subscriber Permanent Identifier (IMSI) Privacy
E.7.2.X.1 	Description of Question
Indication of whether privacy is applied helps in faster processing a message in general, because it allows to invoke the entity or service that is handling all privacy matters in an efficient way. Therefore, UDM needs either a flag to indicate this or the data type is explicit.
Question: Shall the UE indicate that privacy handling is needed, i.e. indicating that the permanent identifier is concealed?
E.7.2.X.2 	Interim Agreement
Yes.

++++++++ end of change

